![Sobre](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAOEAAADhCAMAAAAJbSJIAAAAyVBMVEX///8PPVxSWFlKUVIANldUWlsAM1X8/Py+wMBHTk8IOlqsrq9pbm8ALFH5+fno6emlqKnQ1drg4eH09PRZX2DG0Nd+goOMkJBobW7t7u5uc3RjaGlDSksxV3KHm6llfI/a29t/kaC5u7vP0dGBhYaSlZZDYXjR0tKntsF3e3w7Q0SeoaK0traYnJw3WXMAKk8zPD2YqbXU3OIjS2hWcYaSo7C4w8sZRWN0ipvM1duhsbxcdYlrgpRJaYAsNje8x84AEEIAG0cAIkqjsFpFAAAgAElEQVR4nO19CV+byvc3QggQEoYLI7sWA4iEoFHb2mq9/n/3/b+o55wZtmw1rSbe2yfn02aZsMx35uxzBgXhSEc60pGOdKQjHelIRzrSkY50pIOTYdu28dGd2CuVi8XC/ehO7JVMaqfZR3dif2T4dkkF17V9+6O7sifSQ48CQtELy4/uyp7IDPI8Fqw8d/5URjVT0KQC/M/+WISzSKNCGkWzP1WdktjKQA4dKyYf3ZX9kQlz+KeyKCcTrcVHd2Kv9KfPoaKONaqF8z/WMzUcMZ2r04wG/kd3ZU9URmFAKQ286M8URcudhdk8iZNp5c2c+KO78+5kVFGRKM232IncP0wY/YCqSr8hoeM/yuz7QWitNJH1pv8wGUG4zpNKEP4ZYSJCSynnyIZP+bvtFfXv/23KXCGRq4IBSXXWNA3YW1rRqZClyvZz/xvkRlMv9IoUPpbjUIW3JAzQccuCsReqmvPB/XszKUUghkUmLCzBjgibvdQ0FkTwF4Y5Hste8V8XRitIxDRMBDcT9FCwaA7/Y6EoBdMR4jCVkiL+6C6+kfJCcTFeikPBBRbNSmEKfJk7SpHAt6wQUvWju/hGSgKjlErFsMM0tBQloRmdKgYJQb0agi5mSjr96C7uQD+TpFh2ArlwHCcUwxTfKIXX1BNDeCvkwJGT37zyAcmUsq0a3yzGMYkdixBipTm8kgA/ty2+VRTbk6eVVO2lx79I5WwqFtvstjvLBDsUISA0HEkEDRrIIbxSMbAFu5ChxYyKLecqaTTV/gUJgVxSBSvcFtMGnmdUgR2UoEn9NMUshpcJ0DIuhTm2KMU43MwBRgGKNxc/XhFNYR4E4nkbRYZEamiC56JTEpqCKqkMqirzllJIJDNUo3jTqQAQ2n2q77PzOxGEDT6DuCkYSihwYYiut4tudkADmK8gxJaxS6GliCrB2zRNdoC+rB2E/4IYy9JECIOMkG7oy3QsTGcoZykT1SxCH82NUt6ioJzqgrNhmkgg2jiDUb7n3u9AfhCkYgzD7cjrvckjYjmqYdv5WLVtOy7wNSlyfB0n+OpYvrZuLyyWrLJo4Xz8HBpO6CvMqNkM6NJvQimOgyDA/0he/R4UzSf2K5j9FVUM0ABgTAvbDoKPtomuHAMUV0KIrrQ8i1k6BqvnmynhNFZ9/iGhFnv3swpa/GAlDR5LKQKUUwBH6AcHH/qCgVLcBbKauyw2GTN1RIw4G85nYz4fSjEz2YdYkmKhEcyWYgklNJ6lbGat2Yda/enfjQyZf6NGBOvf+9WlaONpakqYkVGjacA8AyWlqjaHD0SuXDjCprSPMGHZ1KQFFi/MvePYSqo0bz+XGqpEM+pB9EyQzFwiSog/QRyRy6g3bIiDXeQ9VbQNsOhEMmknbKqG0PrOTP8uhyazrwZ1BnEetd0h8lzUBVMkipeiaYOAUMKJzkFoMzSiFbVtmgGaqdym3dSZCSw6lXrOai59nOumZLOe4Okz7NZ80UDMqT+XCIWvCcyliigqD7qPGQ0CvoqFHpkqWtS0W6OvMgnVox5jxlH6QdkqH3tlznr2Sl0gxGkjQapn2DMVJ8sYzzGmZ6DBN8ATMUGFbg6w7MISitromzP8oP/dY0s/wsupH2AW7WJRwYQs+Y1q5CooSZyrysDwIx0RCkElsPoLnLacmc1yLMzHBqYU9ZnVrCmWTIqrviwDD8OLuRgffLnKcKkquj641v3WREaI/FXQA0MYS47Cuulwka0kR2RMByZBYqzoatQQUiZ2GRPTSlq+5Cy2oSl0Dm35S7DuiRzKME8JUxN+6U4RHNqynK27qMCFscvYS1FTrpMMtZryruYpXyglWQ6OObClUs6YTUWAqlux86yECI4Ywsxb8oFX5HTWG6JPjViK/oYZUMCooRq1NAc6HmswdZb0swRFnyw0/C5qLYW9qrM0RM97vojAW1B1HMI8OqjlV/9uOSl0lWSW2bgIMafw3Rc9jKZgcgV3vGM+uygwBRCjcGuIJjBxVcMH/0Ep5eagZHHAUDGJ2pspVEUVKUsE69awhYQBfLbGoU3kVDd3IFe0lIDFuwVlHF/AdNlURmuSiK38TWcHi/dj2pOJFNcB8wB4K9G4kufrZiQc+0nQkigGQRjVXzQaBLLU/gaRFYPme/WCm4r6Kw5UxNzL4lTigaJFO+znjvwAXTF0lUV3qckOIbZTahJM8Lp9kDH8bIF9MJyq+9EOZOBsP2yDQdRjeM1eE1JKD2MzFHdJhdgFxvjoYXdNAQqVEXTOGFhB6KrLD6kKZMKO5UiIRtOSw67/mcSvuZThisVDeTeg1/sSkTA/zff6y9YpToLhai1b2RhCxTLvN3y0ovZoS0JbB/Fu133gWvxZXSzdZ7Y9L/vuZPYgWrVUkn7WyMjEZBmijI5KiGOhygAokRoNYskIMGfxbk3tonjVSxskUXXIpUazjWh8D2y8oieoFXqZT11DJ0bJWoYO0G0xUYJZRD8P63bOerGk9aKJgmkv00DJaxhdPXT+W59xg2Gw1XhzgYban3VBUDQ3GYu5dYCPy2t9z9ustVUuMY98VqmdBfLBFwc2XmS9xX51dvDK6Sm/JRMYfaZiPBAvGjZNEL/JAn5zxmc7Qy3j0xyEkTRfseMscoiyvtDZC3BkFmaC02p7jDHMQ5r7hhKEWKHSVDEYMLVAdBXuYcWc5eYaC/Z4ZsNESOiAqmxWMia8MDNKcxxEhTjdlq4alVRgpK+iG0jQjddnH7IGB5KhI3PGPF5NzKniiiEIHgkdLpBz9suUMTSfNJDBkiXPqrT9Zd7Euy6o2lgK5cJQS8bbc/R+46gstQ9avUgkHFrwzZqGXIsNiO4Kr9H7XHpYyO4yRVEWdQUtyuE8Yr+2SQHQMFPJta1uNSbTYpzKjwIIw6syq9x+V2UDRaZnucGGCVzOCjZRZojRMNA0rBNz5qJjQCNYwI+K17U46E2ou8Yoe6GlpLQvshi/X82Vi1gwk2gZ92GmMgYOrL1iwXO2ND8EsZVaz6464UfXopZLa2OxvOZX5bLDnFaNHTdvEBJJ4/Hu2vwwX6ElS/roWlTirbqOq0dwnyWWWLml6QkF8i2oy4R5uGvRQrm0UGM79MPr+4jXd/gTaT1BTSIGUYSYGJ1u5n6niMNIF/Ha0dM+29rhxwPExdpObhJtk+fhs7VFQsEQQsykB4ZRsPW4sbyp+3qX3PKp99FSyMhoVw6tLVUZPnPK/XFoeaqQ0Dhg8e62AtOSi2yzivhvIKWGaG9N+fmM2+AV3mAucUr9jYvGSAYu1whYRvXha4ctQZSEYlVsLYkllOKE2YUcw2ecGTKmqwuq3eUCjwnuwVOk/T4kpptm847Lqr9ziHp9iKWovIEkjWqRLFOqaTL8g2O0iGrSpkMpxfW2QrFmbsvxZF6lrpkcEHAsSoXrpl5UtMrejAJcDbbHwU7pta2kF6iaYZ6lNt6NnShMXbcQNyz474kgqvfx9kaeRnrTD5MVqBnFmj38RapYZU5M2xU1VSvY7Cl+tZWv35mMImgdl2lUNhB5+j4NNp6zO6U8XUOay0Ko3d4t3VyX9O7EF61rSrRqSaNn9I1XX2YCe2lR2acHyWTYEgR1epahCFpuJEmzoicfpvjGy4e9Bd/YWUhSxHYQWVVmYpByiHXEBFSmIFUUs9xioVp2kkpFEnOyKumNKU3qWvW18lRyEpuoDq5GWbSSYHTlQ8T6euAnueQH09x26q0EsSOJIuW6XnqbG2LAJUS8kAj6ut4olY3tXB0TmuTkIPvczSKfhYWfhlFStOmhJIxKC4ios7e5yv5sTvBCutYlxadhEoUOgTuq7iEQqjQPiS/Ytjs3w7ZVKSMsZBLiDeHCrxBhpUd2Nss6bg8y1bFtwfe9fHyIlJuvTbNQ1OdS6FpiTyziAOMeMnubWbZwhBIx7MWNiZZXoWiqUpgm0UGCqcwjRuxZoWUIptYzUHapZb7xxkW+fOHbZVT1LqvImWD4YRwkhv9mf2I3YlbJneuYrw2X5CKRvUR+Gx+pUlIslyqUInC/XqkFvIoHiofVWS7EHomwJmGxlIawnWhDkN8jwxBWSy2XaS5FxZLNi1kqXLKCRLCig5V/oWkqErYXJFuJmKZbS7RIUhWhpgtTLSyyrRVAprTMA0aACxxJEIOnSA/Do0i+NBWmqYqFJWS1rC7d0o1UliRJBISqJMInVpWygaoVv1ZlLqI7r0whmR2wMCpLIUbnS7zZSldXvyPhw69UEUliCPHDHB+LtX5ld2WA2ICREDMe2eGmULCwfsAnBCUql5edmNJbQ6iGmEl0pR5CXFNTsnDdByuW06N8MVwhYIAF93Db3Iyi8GLb8K0kSUi8kjDT6crMGFkkagXWtPURxljvJUbpysGKtxw9+DTx4S6Wb9hWERwoeAIqXTcE1zEMikKWV26rrjimJNQAES6WVVKLEBPZOmvHMpoeGSvGRglkOSiCEJzeMM0Ot46fR4ULlDpOkaUrWfdVfeCbFCdNy3FjRoNQA9XPplIul4+2V5eZyqIqHCdldzvgEpQq04LCvyJ0xBXBAfvV51ocdL/AWYPQHd5rhJ6hpNgYWEK3wxvJXqw4fRXcxQvweRpwx8OtA6eO6IZBGqZFUaym3Um/j4rD5qiC2YtUYa7VCKVSyKFJw2yab/Z3AlurjjvxgnFaBGkQuHK6dYvcexOhqQeyUXg0E8erS0N+vwam0jStMjCNDZMokAahFgswhRqcqpiSpvUukS9W/bIqlDM6hlkcBw5m8w5CejhOkWnGnhPKq7Jh91yrnMmaRwQDeTIWaINQsGRgUQiIAiaj3TXUNaueSJ4z9mhY0DT0DlWP4QTUHcNdA2ccrNoGQRFbx9QouHEPiUBEZE1XYghhOnU2kRygKI7bi8y11esZYO1TuJc3dmnx1kTergTs6YKSKagbhuteaNhatIT3n2kZgBSA08q8NnhxJKkSlFSrD2infUMiy4SbyDCohROGh0LoaF4QjAs3dGW6rsCDVqyKGqGolYIhijKJOUIpsYFfCWqemtpS22o9GZlT6npZEYBZlA6FUHW0QvYcl6Z0w07stHFMLVHS5FDUACf4PRUA82XueVuxKKWgsGD2NIlSOCKuT3a9tevFkpxSQEgDqTiYQTTmehpWbmoGdD0azBqpmkduYtu+imawEhLUMhQRatSGeVSZLAZT37bzTKsvYzjr3vWcerqTZaFjTg+5FqUYsWEbip+vBd3GuIkYmxFXwF2jih+CqzZmCEPB1MCMeqLUpJuSmv3sDc+sIYmvwL3if8vTeZUiatb1u8DBxV14DqjQgiH0hEwLDCJJ3dbCejBsLxr/S1ZFYz3L3HJ9Rc/3qC6tBao+1aaISnAjROgIKfxPtPVlfF82x+u1CUZuZllmxgcsL1XH2jit3EKk5jLrEM/zY209XZQCslKjLcJAywQ1Wo+ViZgYq36goodS4FZpIIXTA2H0Xcm12FZJYspBvzsWDQjovnX9mgEycwlhBYpoXavgJhTfWYqoSCGV7G6GVUnOQfIYdki7/JofcF/R1ktVITKu0Ccbghx3xzlMMJFop8AFiWkycbb61fqxt6264V0pqCvN6u6xwgkFoqgZlXFDkKVpazk/P1yTwxRGYr27qsZqTFM5nIH9Y5v36mHgr8DC+2dUk9UHxZkcaQ5b18Z0HxFzYF4s9Uk0t7GRHbNWrS5lCAEp16VdUFEfOxfZRfII2NFCN4A9ikHIUykSXeQcW9y7801EnKG5VkxzNWW50RgCdrbBQDGjPIEmr/ZVnQaivskeEiEU272weW0PTaqY2tRiNXAW1tOyKS0lR82nDtuFq27QY+9LuojFlLM5YxZVRC/bdYCZWPjtynLWOaZzrbJsxY5dCAszrN8wW59mij6NCT5NmtuKYZUNVHRLS5HvvFAhbGGpSb3O8qusHpXueRIVtumqDR/Uv7HAVWtG1mDlwkVtyNEvhbAO/VJguLLzS2X0S93aL6WFp2lNiaKLc5lpTNB9iDhwE7HdltiaKPLmnl0CP0zYLvPmOwI2Zq1fqaI/4zalGl1sUW2ILXzg1Sa2aMqmHYftm+VfplGFy/Z6m4BVEHC8Z3WKjyITqs7b0vFxLGK71kDQkJSNb6k28eHYR1kc89CQvRQS8KzdDEFzvoKPqrNaiz8VI7hS2rElFviTlfzje1OMt+8tNav4yEeTd8m3FIIaR28cU5uH8BKc48sYXzQxvoMyCM4dCTnEptLZCE2sM44FwhsIuExK0IUvZVHvmtojbZxDRoopRsUY+6qKDR+pGsuJWiylL3V5GgkT4LgHmkNsS2ZsJndB6GhS1ZUJdXPoHmAOfdzSk3Rp7aC9fSBNk9JEbHmn0DNN0lzcNQTqNFDaXFuE1pHlwQ08on04JGH7EIhZJqrclgjM291UBp1iyL9fOVSw3MP2GlOttvuA9G6FveeYGkUWC2jQWEJt2uZLTfAMRJGZU6vqymStroidiI2+tmeNlJfI/mWw5zhxjrvqkshktXRqa7KNQBzrftPPzjHF3ths1Ql8MKfNeQeGgiU47Dk0vSeY5k02w58HrXAKusasrzFnJQIbsgrvSz67A3he+nRe9J7P4ccmrXUAexRGS/Y0rHOipFuZ0WKW9BalcN63bkm9Tp+HchX7rQdqSsF8qhdMXKfr0ed705SVlpGKzjQ3XvrFrvjzLGoHp6ZYZGtMLufVZu0p46l+sPj9OgCVbWsD3neX16+sTJrJGdt/Ku1/7QIEaOsoqsz9MIKlNUA7jURMAxK5v35o4Y4E0L5LUHRmSdXtO/H8cO871gnEPepq5RopncJNUJx0Jkiry1FT6vi4ebmPEJ9Y465WppT4LBDCPE8ldwunWvWy7cSVir263jH11ja5KLoUupmjYfytsJKedPVJiPi3gZKVdXyYC2OVGVz2UDeE6adakbljyVxTnHFB17rwfuRLG8rnzRl7hEfMHiyYI/tl4fqp6KehiqnlUJI2PVGCPZuHYQ+Y1lLUDQ/DMNz9FZkqBQ6vQOauq7eskjdbXOzQxa6ZWPK96WwyrQJxZgrTmeS5c2tTrI6rIHOUxUquQSTdBhqiu+6cNTsbng7+PsSXvsyIulkYNcncrn4mwbEtPQwMt6YaDPxbQVtvgMtWjotlyN0eyzF/V6oodN2Q7Vi3tT0pVK4jywiT64ZK+U5Yu1tAZJUhqoS1yr9XRWugKUBT06tgSUT+0aVTfCKRyvYd6Xt6mnuMJSIt28R8SYx0OwSUAh96peEx8YbTXyf2wCI2TOOWDQmPpdTGbrL7k/VNfe9COua5uqUTXcJXv3veiBFMOUIi/V41toq+LXrXSTdHdblOl7vI0C8N9pPKyBwc0tY39mcxvnV/Q43g1OmUPaX8t27geHXnCb800pxpLdIt72OCinVlD4SBb9zlZxUeCMwbtSdkOMdM8aiz3+EiiwUR7BH87SqrzQcwj9pJZRGwue3Zw28jjD+7FAPoBYbQDmrPi6XECK9Do79TF+Ky9A+zqHldpWqkPMKIZ63q4YmS/SDEwkg7bFWnVceGFqVTYicpe66FSRm0ZPbr+pwnCwWFlQZMIyfxierVeszuqscT5JltJZ5vpCk+daXzVzKwfAorrK/ExWLGCgetRse40a96yHnzVxK42rScaLGQWIyBHq/TCl6Q4ijsxyCyHAMR622BOj6rlPDyIMOy2Hz6tElIGM4vQkykdsNoxqNE37JYS4JlUlZUK7RSs2pO3ge56F/kUpEQP05ZoFaK0rzzX/qP9fad6FdMBoTUrQpjO027XySRPZZBcmKf5GwPuJA6e1qfiZk0WI5EqRTgx1hSdc3J+e18U+pXqNnuLNvV87DLmdNzg+xUqksWldjVTJWhygu8LdvSmf+Wqt6JSr7lhyQJZ0p86FdcLMJsPjWLtVU1c7ah2mYTqeFiJYSYSlFgzueVtxjnuBxC+rcl+3yeadrfqEpkLjqW6YzHQbXhmdUAXn1tHo1kvAjiteakDMbjguealULqHRCL+zEVnJRMy2ohJ7qWtpyFD13bdLgaRLRKyDbjaPh5GUZjdePvvWvabtRU2pJK2u9f+1LUUExNNdFdSvUdxN1IXKpRVlG8gQqqyelOW7SnVE51VdVdke69XMFW01AWQ2e6a4TkJ6Uz9sbr5I2LKtn1Kuy2cui8yvXvQ8bHlCd90G2PdKQjHelIRzrSkY50pCPtRoZh+PyvE61taWgeKf5aGxB5uUJ6uftZeLN+3mrL3dXXd38K3V/3QA+M7u+fv91+73Xxy/319fXZ89Lx52fY9m2pY+T28mEwnEwmw8HJ/Y+tfXw5uz47XWohl9dnX/oXH0yG9y9vgbOB/roZ9Wg4HF1+aXt4PoGmwf3S8RfYNvzUQ6h8uR+ORic1jQbD66vNt7oYjoYXSy1fJ6PhZe/rEC4zeHjnKPevyckyjSb3TQ/Ph/j9bKWb0DboISSXk9HyFYbLY9LS9ehkdL80+U+Dk9FDJxs/huz0d57ENYSA6aYe6V0Q3p0MVs+ffN14JwUn+uZutWXStTyxSw03n/7bVCMcIg2aybh5ZL/tgPDuoT5nMGwuMboUNtLdDd7nvNfygi2TjqcfJ4zN31nXcIT3F1/OL759vh/y/o7uWfbudYT+NZ/Bwcmnx++EfL+6OBsOtszBV9b/S2PlWj3M9tMEFMHj+wLkCEdnrMcGuap7PGG3eR3hpyEHePm9+d0/f96SMWJX6zOlcYbjOXjqRNO+ujg/3XTuW6hG2Ogv+zODOHhq+/QzhN//4Sz+uQ9qG5PVUtZNGWNb4Jc9P4d1BaFgMGEcXeNtX0V4OeIAd8nS2vcjPt3trfikLiufzaf6Gw2I4m9uXzl+FaHwbdAK4msIX256Qvsa3TVKuwFk8/E5GXLB+3r+hdH5LftK4Os5/jWXrz8uz+7Pnn+c9odRuXv89Hx9f392+fnLX0tSQa6e8PjLp9s7ZQvCx90RfuOSdbsLQK5oEFDjxNzVWnj4jX39dsO1cW1NT0HpgNV6uZwMBswXmTx3Eup/Hg0H3EcZDAfPnWozvtzz4wfYfqW8EaHP+G50spsPUvPkyeh5teFzb7ja+52OsBfng87aDoatXeF3bn+4aWTbeO57H0Out9cQMgg7yeEpVx3LjthWemr7ytlUea4bai7fgPBkNOwBAW+rmSzl07Kb8U/NRtwpOsG5PWkt7RpCNjyDz+0ob0f45VecLP+sGd1a7lpf4WTATA1w6WAVIft1MhhNuJ0enTRq93ECnv4Qfqt/GLFR48r5ZPhwffYAvwztjQivmLhwnf4Kwm/csOym7O/aUa99nsd2foZsBsAUfhqtIRwNn67u7k4v+HB0Mjx8un35fnf38uVs2PW3HvIvxLbJ6fnJD6GPsNZHxiOPEianOyBkfDd62AmgcNUx3A0bk+cWcq1qarZfQji6rxnzlEEcXLcD1nyweS+ujaZvrdN4930J4SlEwN9fLq65pI640fo5QuWZW87dEPIJP2nlw+9UwuCy1usvqwhH9y0S5rOeTNYZhmmdERPuum8rB3C/dATR6+Sm5moYZa6Yf47QuOwk9lVSmK80eGxPYXM6vMBRGj2QbQg7L9Zng3Pzff3SbOwGL01/T0YrHsSm6GlSa993REjYSD/cIU+NTkjN4jd3Pxio060IW/2gsLtNOrVm3H09//Hp8vniM+sGqq/T2gO5WrJf6wgHo8a8vMKlbFq2xUordHfCpYVNHbCpjfIOppEph+Ht6wj5kLShln37/ACxGhDnO6ZqagM0Gl7e9rh5BeFoMLlux2knTbMloF8hhgz8ecZsgx/cw4EIhqnuwY8dEH7qIzy974LZkxYhqNhaA08eLlpereWQO0w3N/efetHLbtZiJ5emDQUZm977zL6D3rAYkIdfRPjYuC61bYdecL/j+33jNwwnP+wewtH94+35+e3V6d2SF7ubxd8poLvE/mF+gqEYPl7jVD43Ecc/xi8h/MqnagA+7PX1Ax/nWoPC0DWTO3ywegjPNkatryB86RnbV8jgQw2cYzPf5p6dCd1VuMY5/RWE9hk7bvD5Cky7bbNeNowO0/h0UvPq4Iz0EG5kNY5w2aT3EJIHbrN2qAK54333mwvwE1vft1Y1OyLkzsOoCWkelxHCzS74vJ4Mf7yG8JZHR0ttzMzz6/Hx76eSttJXrmhwXL43vgy/f1/V7IiQWZhB4witIxQE64lrl3vrFYR8sCZ919q/6XHmVX2dlcc7brhWL+dkPDfZOcaad/+ctHmiHRGeLVvG83WEjRZkwcjPEN5xduinluqgl3uLTWLic9+Xsp82hFPcXPOzbrl9qnvPcqYnI/KrCDsFxzhpFaH/0PqHP0PItQL4Vg1EhfPtaFTP2mOdbH3uZvHu83C0VqTMYUzq2vdaSGoN9dzNyG/NIY/CaoRdueT1TgibMHz4xAZMeXmqk4fNgCl1rD14+MIMrPL9/GSw7vvyHE2rkup0Xm2SLwatqtkRIfcW65sY/eSgcHZRj/XdScs1P0XoN3p38vD8fP0wqeODm3bK7gZNGDe8v3y+fOC++82qieTq5Kn+xlPDDe9fdWK0I8ILbqWeXyAceryv+8RCnO//DEc/vt75d195guXhNU3T6BI8YtB4D4Cmpzy/NuFI/4jB5YoB4YqmCV8V5s80qW1uSBiUHRHejWqDD05pe/sBjjpoWUxNtc7qq9aC9W1lYQmEcCm39vVhbWVmMFrJ6xvPy9oP1f2wERnmqfLR3tWnuVhO33BJOm80Y9cPZixeQyjcnixfbni2kpe5u1weBPDsV1O8PDXW8fbLkqxynXD6CwiNT11KbTT8cs6D4xfM3vT7UYfPf/3fZDK5ediebLn7MbzhyckBBMn3X9bGQrm6hti5PeJy3QH4/r8buMekK9y+H/ZW4J7+gR78D03MV3Yc96Fe/sHPvZH/zA6reft2dMOYcfjP/VfBfr6Bj/87ZYp8wkOq4c3ooj7XPkX6/kk6tnYAAACASURBVLO8vP3y5cfz9fX152+PWxLw1tXF0+X19fOn86tN+W//hd2ja3j8/NRJKmE9wCv7p91xa/26Yw3t5U/Pf3z+/O2Wd+j26amOlvyv59+enp6+fTn91ZVkxTA2F+QvHbH75X7x9vu7yJGOdKQjHelIRzrSkY50pCMd6f8P+n+Kagzt6RQ76gAAAABJRU5ErkJggg==)PONTIFÍCIA UNIVERSIDADE CATÓLICA DE MINAS GERAIS

Segurança da Informação

Gabriele Gonçalves de Azevedo

Gabriella de Oliveira Rodrigues

Gustavo Henrique Valeriano de Brito

Matheus Campos Madeira

**INSTRUÇÃO NORMATIVA DE SEGURANÇA DA INFORMAÇÃO: normas gerais do Restaurante “O Gaulês”**

Orientador: Fábio Leandro Rodrigues Cordeiro

Belo Horizonte

2024

**SUMÁRIO**

[OBJETIVO 1](#_Toc1304470283)

[ABRANGÊNCIA 1](#_Toc337463)

[DEFINIÇÕES 1](#_Toc1269277428)

[1.1 Para efeito desta norma 1](#_Toc888627048)

[1.1.1. Recursos de TIC do restaurante 1](#_Toc1435847312)

[1.1.2. Recursos de TIC particulares 1](#_Toc474190381)

[1.1.3. Redes sem fio (Wi-fi): 1](#_Toc1021058953)

[4. GESTÃO DE ACESSOS E PROTEÇÕES DE DADOS NO SISTEMA DE VENDAS 1](#_Toc2086670495)

[2.1 Acesso às informações: 1](#_Toc258261165)

[2.2 Autorização 1](#_Toc1874662643)

[2.3 Proteção de dados dos clientes 1](#_Toc1682676135)

[2.4 Backup 1](#_Toc27052616)

[2.5 Atualizações e manutenção 1](#_Toc680520502)

[2.6 Monitoramento e auditoria 1](#_Toc1313636719)

[3. RESPONSABILIDADES 1](#_Toc335322415)

[4. VENDAS Online 1](#_Toc370162051)

[4.1.1 Organização no espaço 1](#_Toc716103753)

[4.1.2 Pagamento 1](#_Toc1836284978)

[4.2.3 Atendimento ao cliente 1](#_Toc1401401630)

[4.2.4 Padrão de atendimento 1](#_Toc1851814780)

[4.3.1 Segurança da informação 1](#_Toc1423986878)

[4.3.2 Sistemas de vendas 1](#_Toc1414992220)

[4.4 Incidentes de segurança 1](#_Toc1936425613)

[4.4.1 Notificação de incidentes 1](#_Toc854605306)

[4.4.2 Resposta a incidentes 1](#_Toc1573833224)

[4.5 Manutenção e backup de sistemas 1](#_Toc1413372993)

[4.5.1 Backups 1](#_Toc714298725)

[4.5.2 Testes de recuperação 1](#_Toc186015122)

[5. Normas de Vendas Físicas para Restaurante 1](#_Toc472234172)

[5.1 Gestão de Acesso e Controle de Identidade 1](#_Toc1859086809)

[5.1.2 Controle de Acesso 1](#_Toc1313174183)

[5.1.3 Identificação e Autenticação 1](#_Toc878882028)

[5.1.4 Controle de Acesso Físico 1](#_Toc980159578)

[5.2. Segurança no Processamento de Pagamentos 1](#_Toc831092222)

[5.2.1 Segurança no Pagamento Eletrônico 1](#_Toc926369543)

[5.2.2 Pagamentos em Dinheiro 1](#_Toc688975048)

[5.2.3 Armazenamento Seguro de Comprovantes 1](#_Toc1460962432)

[5.2.4 Análise de Transações 1](#_Toc1650456999)

[5.3. Proteção de Dados e Privacidade 1](#_Toc1621517661)

[5.3.1 Coleta e Tratamento de Dados 1](#_Toc1212424833)

[5.3.2 Retenção e Exclusão de Dados 1](#_Toc1215186694)

[5.3.3 Conscientização sobre LGPD 1](#_Toc201803949)

[5.4. Monitoramento, Auditorias e Relatórios 1](#_Toc648276211)

[5.4.1 Implementação de Ferramentas de Monitoramento 1](#_Toc1556573346)

[5.4.2 Auditorias Periódicas 1](#_Toc1304189544)

[5.4.3 Relatórios Gerenciais 1](#_Toc818971023)

[5.5. Gestão de Incidentes e Resposta a Falhas 1](#_Toc775497140)

[5.5.1 Plano de Resposta a Incidentes 1](#_Toc2026717996)

[5.5.2 Procedimentos de Contingência 1](#_Toc824382311)

[5.5.3 Comunicação Interna e Externa 1](#_Toc1636031726)

[5.6. Treinamento Contínuo 1](#_Toc647658373)

[5.6.1 Capacitação em Segurança da Informação 1](#_Toc878766170)

[5.6.2 Simulações de Cenários 1](#_Toc769562817)

[5.7. Conformidade Legal e Regulatória 1](#_Toc864242905)

[5.7.1 Revisão Periódica da Legislação 1](#_Toc1341402687)

[5.7.2 Relatórios de Conformidade 1](#_Toc772327613)

[5.8. Segurança Física do Ambiente 1](#_Toc573011044)

[5.8.1 Controle de Acesso 1](#_Toc2101447027)

[5.8.2 Monitoramento Contínuo 1](#_Toc1366219304)

[6. Norma Inovadora: Programa de Monitoramento por Análise Comportamental com Inteligência Artificial (IA) no Ponto de Venda 1](#_Toc285681921)

[6.1. Descrição da Norma 1](#_Toc1124355565)

[6.2. Componentes da Norma 1](#_Toc1956941838)

[6.2.1. Implementação da Análise Comportamental por IA 1](#_Toc759907623)

[6.3. Prevenção Proativa de Fraudes 1](#_Toc254917438)

[6.4. Proteção Ética e Privacidade 1](#_Toc621719819)

[6.5. Estrutura de Resposta Integrada 1](#_Toc377746118)

[6.6. Feedback para Melhoria Contínua 1](#_Toc813768650)

[6.7. Benefícios Esperados 1](#_Toc776175320)

[7. APÊNDICE A – SIGLAS, TERMOS E DEFINIÇÕES 1](#_Toc89856949)

# OBJETIVO

Estabelecer regras e orientações para uso de recursos de tecnologia de informação, denominados de TIC, para o armazenamento e processamento de informações do restaurante o Gaulês. Proporcionando meios mais eficientes na troca de informações entre os parceiros e colaboradores, protegendo a vida humana e a saúde, promovendo mecanismos eficazes para aferir qualidade de produtos.

# ABRANGÊNCIA

É um normativo interno, com valor jurídico e aplicabilidade imediata e irrestrita a todos os colaboradores, fornecedores e sistemas envolvidos no processo de vendas, incluindo atendimento presencial e plataformas digitais.

# DEFINIÇÕES

## 1.1 Para efeito desta norma

## 1.1.1. Recursos de TIC do restaurante

São disponibilizados pelo restaurante e mantidos e destinados às atividades técnicas e/ou administrativas, para uso nos atendimentos dentro do Gaulês.

## 1.1.2. Recursos de TIC particulares

são dispositivos móveis de propriedade dos colaboradores.

## 1.1.3. Redes sem fio (Wi-fi):

Conjunto de recursos de provimento de conexão para colaboradores e clientes, deve estar exposto por todo o restaurante avisos com o nome e senha da rede wi-fi, com o objetivo de conscientizar que se deve conectar somente a esta rede, com senha. Administrada e mantida pelo Gaulês.

# 4. GESTÃO DE ACESSOS E PROTEÇÕES DE DADOS NO SISTEMA DE VENDAS

## 2.1 Acesso às informações:

O acesso a informações confidenciais deve ser restrito aos funcionários autorizados do restaurante o Gaulês; O acesso físico a áreas críticas (como caixas registradoras e áreas administrativas) deve ser restrito.

## 2.2 Autorização

Garantir que os usuários autorizados tenham permissões apropriadas para acessar recursos e sistemas dos aplicativos de pedido.

## 2.3 Proteção de dados dos clientes

Dados de pagamento devem ser processados por sistemas certificados que atendam às normas PCI-DSS, não é permitido o armazenamento de informações completas de cartões de crédito no sistema de vendas, dados pessoas só devem ser acessados para finalidades especificas e autorizadas.

## 2.4 Backup

Realizar backups diários das informações de vendas, armazená-los em local seguro.

## 2.5 Atualizações e manutenção

Manter todos os sistemas de vendas atualizados com os patches de segurança mais recentes, realizar verificações trimestral para identificar vulnerabilidades.

## 2.6 Monitoramento e auditoria

Monitorar continuamente os acessos ao sistema de vendas para identificar atividades suspeitas, registrar logs de acesso e transações por um período mínimo de três meses, realizar auditorias anuais nos sistemas para garantir conformidade com esta norma.

# 3. RESPONSABILIDADES

A equipe de T.I deve implementar e manter as medidas técnicas descritas nesta norma, os gestores devem garantir que os colaboradores sigam as diretrizes, colaboradores devem cumprir as regras descrita nesta norma para que tudo ocorra nos padrões e evite perda de dados, erros nos processos de atendimento e uso seguro das informações.

# 4. VENDAS Online

### 4.1.1 Organização no espaço

Os colaboradores devem garantir que os produtos estejam colocados de forma organizada e atrativa para o cliente, promoções vigentes do dia e/ou da semana devem ser devidamente informadas por meio de comunicação com o cliente ou em devidamente a mostra no restaurante.

### 4.1.2 Pagamento

O sistema de pagamento deve ser utilizado plataformas seguras de cobrança.

### 4.3.1 Segurança da informação

As informações sensíveis, como relatórios de vendas e dados financeiros, devem ser armazenadas em local seguro, que somente pessoas da gerência e proprietários tenham acesso. Os dados sensíveis caso forem armazenados em dispositivos do restaurante, devem ser criptografados.

As informações de vendas devem ser armazenadas apenas pelo tempo necessário, conforme a LGDP define.

### 4.3.2 Sistemas de vendas

O sistema de vendas da empresa deve ser protegido, por autenticação forte, somente deve ser acessado somente pelos colaboradores.

O sistema deve ser atualizado constantemente para mitigar vulnerabilidades.

Os dispositivos moveis que forem utilizados no restaurante devem ser de propriedade dele, sempre protegido por antivírus e firewall ativo.

## 4.4 Incidentes de segurança

### 4.4.1 Notificação de incidentes

Qualquer suspeita de violação de segurança ou incidente deve ser reportado imediatamente ao responsável pela segurança da informação.

### 4.4.2 Resposta a incidentes

Em caso de incidente, deve ser usado o plano de reposta a incidentes do restaurante para mitigar os possíveis danos.

## 4.5 Manutenção e backup de sistemas

### 4.5.1 Backups

Deve ser implementado um sistema de backup automático e regulares dos dados de vendas em locais seguros.

### 4.5.2 Testes de recuperação

Deve ser realizado testes de periodicamente para garantir a integridade e a capacidade de recuperação dos backups.

# 5. Normas de Vendas Físicas para Restaurante

## 5.1 Gestão de Acesso e Controle de Identidade

Garantir que apenas indivíduos autorizados tenham acesso aos recursos críticos do sistema de vendas e a dados sensíveis relacionados.

### 5.1.2 Controle de Acesso

Todos os funcionários devem possuir credenciais individuais e seguras para acesso ao sistema de vendas.

Implantar políticas de acesso com base no Princípio do Menor Privilégio (Least Privilege): cada colaborador deve ter acesso apenas às informações e funcionalidades necessárias para desempenhar suas funções.

### 5.1.3 Identificação e Autenticação

Exigir autenticação forte com senhas seguras ou métodos biométricos para acesso a sistemas de pagamento e dados sensíveis.

Implementar procedimentos para trocas periódicas de senhas.

### 5.1.4 Controle de Acesso Físico

Restringir o acesso físico às áreas críticas do restaurante, como estoque, servidores, e local onde os dados de clientes ou pagamentos são armazenados.

Monitorar a entrada de funcionários por meio de sistemas de controle físico, como leitores biométricos ou cartões de acesso.

## 5.2. Segurança no Processamento de Pagamentos

Objetivo: Proteger as informações financeiras e transacionais durante todo o processo de pagamento físico.

### 5.2.1 Segurança no Pagamento Eletrônico

Garantir que terminais de pagamento sejam regularmente atualizados e compatíveis com padrões de segurança da PCI-DSS (Payment Card Industry Data Security Standard). Validar que todas as transações sejam criptografadas no envio de dados e ao armazenar informações no sistema.

### 5.2.2 Pagamentos em Dinheiro

Implementar contagem diária de dinheiro com procedimentos claros de conferência.

Armazenar valores em cofres seguros e monitorar a movimentação com sistemas de câmeras.

### 5.2.3 Armazenamento Seguro de Comprovantes

Arquivar comprovantes físicos em local seguro e com acesso restrito.

Digitalizar documentos relevantes apenas se devidamente criptografados e protegidos.

### 5.2.4 Análise de Transações

Monitorar diariamente as transações de pagamento para identificar comportamentos ou padrões atípicos.

Utilizar sistemas de controle e alertas automáticos para detectar tentativas de fraudes ou falhas no sistema.

## 5.3. Proteção de Dados e Privacidade

Objetivo: Assegurar a proteção dos dados pessoais e financeiros dos clientes e funcionários, em conformidade com a legislação vigente (LGPD, GDPR, entre outras).

## 5.3.1 Coleta e Tratamento de Dados

Coletar apenas as informações essenciais para a conclusão da transação (nome, CPF, e dados financeiros necessários).

Informar aos clientes, de forma clara, sobre o uso, armazenamento e tratamento desses dados.

### 5.3.2 Retenção e Exclusão de Dados

Implementar políticas claras para retenção mínima de dados, apenas pelo período necessário.

Estabelecer procedimentos seguros para exclusão de dados de clientes que não forem mais necessários ou cujo consentimento foi revogado.

### 5.3.3 Conscientização sobre LGPD

Capacitar todos os colaboradores no que diz respeito às obrigações legais impostas pela LGPD e boas práticas de proteção de dados.

## 5.4. Monitoramento, Auditorias e Relatórios

Objetivo: Assegurar que as transações e operações sejam constantemente monitoradas para identificar riscos e garantir a integridade do processo de vendas.

### 5.4.1 Implementação de Ferramentas de Monitoramento

Utilizar soluções tecnológicas para monitorar operações em tempo real, especialmente no sistema de transações.

Configurar alertas para comportamentos fora do padrão.

### 5.4.2 Auditorias Periódicas

Realizar auditorias internas e externas periodicamente para validar a conformidade com as políticas de segurança e normas legais.

Verificar a integridade dos dados e comparar com os registros financeiros e de transação.

### 5.4.3 Relatórios Gerenciais

Gerar relatórios periódicos com análises sobre padrões de vendas, transações financeiras e uso de dados.

Assegurar que esses relatórios sejam revisados por gestores responsáveis.

## 5.5. Gestão de Incidentes e Resposta a Falhas

Objetivo: Estabelecer procedimentos claros para identificar, responder e mitigar incidentes relacionados a falhas ou ameaças.

### 5.5.1 Plano de Resposta a Incidentes

Criar um plano documentado para resposta a incidentes de segurança, incluindo:

* Fraudes no ponto de venda.
* Acesso não autorizado a dados financeiros.
* Falhas no sistema de pagamentos.

### 5.5.2 Procedimentos de Contingência

Ter planos alternativos para falhas de tecnologia, como a perda de conexão ou indisponibilidade de sistemas.

### 5.5.3 Comunicação Interna e Externa

Definir processos claros de comunicação, incluindo o acionamento de equipe técnica e a comunicação com as partes afetadas.

## 5.6. Treinamento Contínuo

Objetivo: Capacitar todos os colaboradores no uso seguro de ferramentas e boas práticas de segurança no dia a dia.

### 5.6.1 Capacitação em Segurança da Informação

Treinar funcionários com frequência em temas como:

* Segurança nos processos de pagamento.
* Privacidade de dados.
* Boas práticas no uso de senhas e sistemas.

### 5.6.2 Simulações de Cenários

Realizar simulações de incidentes para preparar a equipe para situações críticas.

## 5.7. Conformidade Legal e Regulatória

Objetivo: Assegurar que todas as normas, práticas e políticas estejam alinhadas às regulamentações legais locais, nacionais e internacionais.

### 5.7.1 Revisão Periódica da Legislação

Manter a equipe legal envolvida na revisão periódica das normas legais relacionadas a dados, transações financeiras e operações no ponto de venda.

### 5.7.2 Relatórios de Conformidade

Apresentar relatórios periódicos que comprovem a conformidade com as exigências legais.

## 5.8. Segurança Física do Ambiente

Objetivo: Minimizar o risco de ameaças físicas, como furtos, roubos e invasões.

### 5.8.1 Controle de Acesso

1. Utilizar câmeras de segurança em todas as áreas estratégicas.
2. Restringir a movimentação em áreas críticas.

### 5.8.2 Monitoramento Contínuo

Implementar sistemas de alarme e monitoramento para proteger locais críticos, como o estoque e a área de pagamentos.

## 6. Norma Inovadora: Programa de Monitoramento por Análise Comportamental com Inteligência Artificial (IA) no Ponto de Venda

Objetivo

Implementar uma solução baseada em Análise Comportamental por IA para monitorar transações e comportamentos no ponto de venda, a fim de identificar padrões atípicos, prevenir fraudes financeiras, proteger dados sensíveis e melhorar a experiência do cliente.

### 6.1. Descrição da Norma

O restaurante adotará uma solução tecnológica integrada que utiliza Inteligência Artificial para analisar comportamentos de clientes e funcionários durante as transações financeiras no ponto de venda físico. Essa análise se dará com base em dados comportamentais capturados de maneira ética e legal, sempre alinhada à proteção da privacidade.

### 6.2. Componentes da Norma

### 6.2.1. Implementação da Análise Comportamental por IA

A IA será configurada para monitorar aspectos comportamentais, como:

* Frequência de aproximação dos funcionários ou clientes ao sistema de pagamento.
* Interações atípicas ou mudanças no padrão de pagamento.
* Tempo de conclusão de transações.
* Comportamentos suspeitos no uso de métodos de pagamento.

Isso será realizado por meio de:

* Sensores de movimento e proximidade.
* Câmeras (com uso restrito e criptografado).
* Análise de dados transacionais.

## 6.3. Prevenção Proativa de Fraudes

A IA identificará padrões suspeitos em tempo real e enviará alertas automáticos para a equipe responsável.

Exemplos de comportamentos identificados:

* Tentativas de múltiplas transações com dados de pagamento em um curto período.
* Ações que indicam tentativas de violação de segurança no ponto de venda.
* Uso de métodos de pagamento incompatíveis com o histórico do cliente.

## 6.4. Proteção Ética e Privacidade

Os dados pessoais e sensíveis capturados serão anonimizados e utilizados exclusivamente para fins de monitoramento e segurança.

A equipe responsável pela análise deve ser treinada para assegurar o uso ético da IA, sempre alinhando-se às legislações de proteção de dados (LGPD ).

## 6.5. Estrutura de Resposta Integrada

Caso a IA identifique um padrão suspeito, a equipe de segurança e operações será notificada em tempo real para intervir.

A resposta poderá incluir:

* Contato direto com o cliente/funcionário envolvido.
* Revisão do histórico transacional.
* Encaminhamento para auditoria interna.

## 6.6. Feedback para Melhoria Contínua

A solução de IA deve ter um sistema de aprendizado constante. Por meio do monitoramento das respostas e dos resultados após a análise de alertas, a IA ajustará seus algoritmos automaticamente para aprimorar suas previsões.

## 6.7. Benefícios Esperados

1. Detecção e mitigação de fraudes em tempo real, reduzindo perdas financeiras.
2. Maior proteção de dados e transações financeiras, aumentando a confiança dos clientes no ambiente físico do restaurante.
3. Melhoria da experiência do consumidor, já que os processos de monitoramento reduzem situações invasivas ou atrasos nas transações.
4. Capacitação da equipe com dados precisos, uma vez que relatórios gerados pela IA podem oferecer insights valiosos para treinamento e revisão de processos.

**Conclusão**

A implementação dessas normas permitirá a criação de um ambiente seguro para as operações de vendas físicas no restaurante, alinhando os processos de negócio às melhores práticas de segurança da informação. É fundamental que essas políticas sejam revisadas periodicamente e ajustadas conforme o cenário tecnológico e regulatório evoluem.

# 7. APÊNDICE A – SIGLAS, TERMOS E DEFINIÇÕES

**Autenticação** - Processo de verificação de identidade, em que um usuário ou sistema comprova quem é, geralmente por meio de senhas, tokens ou biometria.

**Backup** - Cópia de segurança de dados ou sistemas, criada para evitar perda de informações em caso de falhas ou ataques.

**Caixas registradoras** - Equipamento utilizado no comércio para registrar transações de vendas e calcular valores, muitas vezes integrado a sistemas de gestão.

**Colaboradores** – Funcionários do estabelecimento.

**Criptografados** - Dados convertidos em um formato ilegível sem a chave ou senha de decriptação, para garantir segurança e privacidade.

**Firewall** - Dispositivo de segurança de uma rede de computadores que monitora, autoriza e bloqueia o tráfego que entra e sai da rede.

**IA** – Inteligência Artificial

**Incidentes a segurança** - Qualquer evento adverso, confirmado ou sob suspeita, relacionado à segurança da informação e levando à perda de um ou mais princípios básicos de confidencialidade, integridade e disponibilidade.

**LGPD** - Lei Geral de Proteção de Dados

**Logs** - Registros automáticos de atividades em sistemas, úteis para monitoramento, auditoria e análise de segurança.

**Normas PCI-DSS** - Conjunto de padrões de segurança para proteger dados de cartões de pagamento, exigidos por bandeiras de cartões como Visa e Mastercard.

**Patches** - Atualizações ou correções de software, usadas para resolver vulnerabilidades, erros ou adicionar funcionalidades.

**TIC** – Tecnologia da informação e comunicação.

**Wifi** - Tecnologia de conexão sem fio que permite dispositivos se conectarem à internet ou a redes locais sem necessidade de cabos.